
Set up Hardware Token for 2-Factor Authentication
This video will demonstrate how to set up a hardware token as an alternative option for 2-factor authentication(2FA). This can be used either as your main 
2FA option or if you are already using 2-factor authentication using SMS or the authenticator app, can be used in conjunction with these other available 
means to do 2FA on your CUE account.

For the step by step process to set up your hardware token, please refer to this  video.Hardware Token Set Up
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